Appendix 5
Aide Memoir for Regional Compliance Teams 
The purpose of this document is to assist regional compliance officers in preparation for a visit, on a compliance visit and post visit action. However it is a basic document and supplementary questions may be required at the visit to fully establish the businesses risks and controls.

Remember that the purpose of compliance activity is to make sure the business is complying with anti money laundering and terrorist financing legislation.
	Before the visit
	Tick when completed (where appropriate)

	1. Review information within MICRA

	

	3. Review previous visit documentation (e.g. MLR 465A/B warning letters etc) to identify risks

	

	4. Review risks identified by RTT and any further information provided on the Supplementary Information Document

	

	5. Is the visit necessary

	


	Pre-visit checks
	Tick when completed (where appropriate)

	1.Check DTR to confirm the following:

· registration details/number of premises etc

· Whether the business has recently deregistered

· if the business has any associations e.g. agents
· account payments details – how many people applied for F&P
	

	2. Check Fame prints at businesses to show annual accounts/turnover figures

	

	3. For VAT registered entities check electronic folder (if you have access)

	

	4. Print map/consider travelling times

	

	5. Check availability of accompanying officer if appropriate 

	

	6. Review risk assessment or risk based questionnaire if available

	


	Contact business to arrange visit
	Tick when completed (where appropriate)

	1. When booking visit, ensure you speak to an appropriate person e.g. sole proprietor/partner/director/Nominated Officer


	

	2. Ask about any Health & Safety risks e.g. private residence, parking etc.


	

	3. Issue appropriate booking letter to responsible person or Nominated Officer

	

	4. If unable to contact by phone, arrange suitable date (giving at least two weeks notice) and issue booking letter by Track & Trace.
	


	Updates
	Tick when completed (where appropriate)

	1. Include details of visit in diary/calendar ( including MLR Number, address and contact number)


	

	2. Invite any attendees via outlook calendar


	


	Action to consider before visit:
	Tick when completed (where appropriate)

	1. Ensure you have your ID/official notebook/black pens calculator 

	

	2. Ensure you have copies of relevant documentation e.g. MLR 8, 


	

	3. Ensure any sensitive material is left in the office


	


	During the visit
	Tick when completed (where appropriate)

	1. Introduce yourself (and any accompanying officers) show your ID. (If private residence, ensure notebook signed to give permission to enter premises)
	

	2. Confirm all registration details – complete template in MLR 9 to amend
· Confirm identity of sole proprietor/director/partner/Nominated Officer – check they hold guidance and understand their legal requirements to disclose suspicious activity. 
· Check whether they have signed up to NCA SARS online system
· Confirm F&P status has been approved by HMRC and recorded on the database
· Ask the individuals subject to the F&P test if there have been any changes that would affect their F&P status
· Enquire after other business interests/sources of income (note details in appropriate space in the RBA questionnaire)

· Request annual accounts – record turnover/gross profit (required for penalty action) (Details to be included within RBA questionnaire)
	

	3. Explain the purpose of the visit and Regulations as follows:
· Help businesses to understand anti-money laundering legislation

· Encourage businesses to comply with the anti-money laundering legislation

· Make businesses aware of any simplified procedures and ensure that they use them.
	

	4. Ask for a brief outline of business activities and record details in the RBA questionnaire
	

	5. Review/complete questionnaire to establish business/customer profile and identify risks
	

	6. Walk through transaction process to identify all documents raised/issued/received during the course of a transaction. (Ensure you understand procedures from beginning to end). For money transfer, ensure you follow procedures through to payout in foreign country including any intermediaries used – follow the money and the Complete Information on the Payer (CIP).
	

	7. Review banking details – call for bank statements/paying in books to confirm and record details in the RBA questionnaire
	

	8. Test records available for 5 years:
· Check that they are complete – URNs used/all accounted for

· How/where are records stored backed up

· Record date of first transaction (check if this is before date of registration)
	

	9. Test Customer Due Diligence (CDD)
· On business relationships (select sample)

· Occasional transactions/HVDs (use 15, 000 euros or equivalent)

· High Risk transactions


	

	10. Test Enhanced Due Diligence (EDD) (If applicable)
· Non face to face/PEPs 
	

	11. For money transmitters confirm Payment Regs
· Confirm CIP recorded for all transactions

· Verified > 1000 euros or equivalent
· CIP passed to IPSP or signed agreement to send direct to receiving PSP
	

	12. If staff employed have they been trained – who when
· Request copies of any training material issued and current staff list

· Ensure training covers the law and penalties for non compliance, and guidance on how to recognise and deal with suspicious activity and complete an internal report.
	

	13. Check internal reports/SARs
· Check for completeness/timeliness and ensure outcome/reason for non disclosure is recorded

· If no reports or disclosures are made and there is a suspicion of money laundering ask the business to submit a SAR. If you are not satisfied that this will be completed submit a 145 via the SO hub to the MLRIU.
	

	14. Record full details of any failures (A comprehensive list of failures and reference to regulations and MLR8 can be found at Annex 1 of this document).
	

	15. Advise trader of areas of concern and explain what will happen next


	

	16. If considering penalty action to improve compliance, calculate culpable turnover

	


	After the visit
	Tick when completed (where appropriate)

	1. Ensure your notebook is complete and all blank spaces ruled off/amendments initialled 


	

	2. Complete visit report

	

	3. Review with Line Manager

	

	4. Take appropriate action to deal with any non compliance e.g. specific written advice, warning letter, penalty etc.

	

	5. If issuing penalty confirm with line manger 
	

	6. Ensure RCT record within MICRA is updated accordingly


	


Annex 1

Comprehensive list of failures 
	Bureau de Change and appropriate regulations and reference to MLR8 specific sections

	Failure to:


	MLR 2007
	MLR8 Ref

	have appropriate risk-based procedures

	20 (1)
	Appendix 7

	keep appropriate records

	19
	Section 12

	have procedures to identify unusual patterns of transactions

	20 (1)
	7.10.2 & 19.5

	have procedures to monitor staff compliance

	20 (1)
	6.5

	have internal reporting procedures

	20 (1) 
	Section 10

	demonstrate sufficient CDD checks carried out in relation to risk

	7 (3)
	19.4

	keep CDD documents up to date (business relationships only)

	8
	Section 9 & 20.19

	retain CDD documents for 5 years

	19
	12.5

	train relevant staff

	21
	Section 11 & 19.7

	include how to deal with directions issued under the Counter Terrorism Act 2008 in their anti money laundering systems and processes.
	20
	TBC

	Failure to:

	Counter Terrorism Act 2008
	MLR 8 Ref

	comply with the specific requirements of a direction 


	Schedule 7 para. 25
	TBC

	comply with the specific requirements of a condition of a licence 


	Schedule 7 para. 25
	TBC


	Cheque Cashers Failures and appropriate regulations and reference to MLR 8 specific sections

	Failure to:


	MLR 2007
	MLR 8 Ref

	maintain procedures with regard to Money Laundering


	20 (1) & 20 (2)
	Appendix 9

	have procedures to identify linked transactions


	20 (1)
	7.10.2 & 20.20

	have procedures to monitor staff compliance


	20 (1)
	6.5

	have internal reporting procedures


	20 (1)
	Section 10

	have a record of suspicious/refused transactions


	20 (1)
	Section 12

	demonstrate sufficient CDD checks carried out in relation to risk


	7 (3)
	7.5

	keep CDD documents up to date (business relationship)


	8
	Section 9 & 20.19

	retain CDD documents for 5 years from end of business relationship


	19
	12.5

	train relevant staff


	21
	Section 11 & 20.21

	include how to deal with directions issued under the Counter Terrorism Act 2008 in their anti money laundering systems and processes.
	20
	TBC

	Failure to:


	Counter Terrorism Act 2008
	MLR 8

	Comply with the specific requirements of a direction 


	Schedule 7 para. 25
	TBC


	Money transmitters Failures and appropriate regulations and reference to MLR 8 specific sections

	Failure to: 

	MLR 2007
	MLR 8 Ref

	have risk-based procedures
	20 (1)
	Appendix 8

	keep appropriate records
	20 (1)
	Section 12

	Monitor business to highlight unusual transactions
	20 (1)
	6.3 & 6.4

	appoint a NO
	20 (1)
	Section 10

	monitor agents
	20 (1)
	5.1.3

	monitor arms-length agents
	8
	20.9 & section 9

	Keep CDD documents up to date (Bus. Rels/other MSBs)
	8
	Section 9

	carry out CDD for transaction >EUR 15,000/Bus Rel)
	7
	Section 7

	demonstrate sufficient CDD checks carried out in relation to risk
	7 (3)
	7.5 & 20.6

	obtain appropriate ID documents (e.g. only hold faxed ID)
	7 or 14 (see also payment regs)
	17.1.2

	retain CDD documents for 5 years (> EUR 15,000/Bus Rel)
	19
	12.5

	carry out enhanced CDD for high risk transactions
	14
	7.12.4

	carry out enhanced CDD for non-face-to-face customers
	14
	17.1.5

	ensure overseas branches have AML procedures
	20 (5)
	4.4

	identify business relationship
	7
	7.1.9

	hold MLR certificate the money transmitter customer is another money transmitter
	13
	20.9

	check sanctions list
	TBC
	7.14 & 20.13

	train relevant staff
	21
	Section 11

	Include how to deal with directions issued under the Counter Terrorism Act 2008 in their anti money laundering systems and processes.
	20
	TBC

	Failure to:


	Payment Regulation
	MLR8 Ref

	have procedures to identify linked transactions
	Article 5
	7.10.2 & 20.12.1

	confirm ID for transactions >EUR 1,000 (either one off or linked)
	Article 5
	20.5.3

	obtain appropriate ID documents (e.g. only holds faxed ID)
	Article 5
	17.1.2

	retain CIP documents for 5 years (outgoing)
	Article 5
	20.5.3

	retain CIP documents for 5 years (incoming)
	Article 11
	No guidance

	record all CIP details (e.g. name or address or URN etc)
	Article 4
	20.5.4

	have written agreements to send CIP direct to overseas PSP
	Article 5
	20.5.5

	demonstrate that CIP has accompanied transaction


	Article 5
	20.5.5

	Failure to:

	Counter Terrorism Act 2008
	MLR8 Ref

	comply with the specific requirements of a direction 


	Schedule 7 para. 25
	TBC


	HVDs Failures and appropriate regulations and reference to MLR 8 specific sections



	

	Failure to:


	MLR 2007
	MLR8 Ref

	have/maintain procedures to prevent ML

	20 (1)
	Appendix 6

	keep records to identify HVPs
	20 (1) 
	Paragraph 18.3 and Section 12

	identify split transactions

	20
	Appendix 6 and 7.10.2

	to appoint a NO

	20 (1)
	Section 10

	keep CDD documents up to date (only if business relationship)

	8
	Section 9

	carry out CDD for transaction >EUR 15,000

	7
	Section 7

	identify the beneficial owner of the cash

	7
	Appendix 6 and 7.8

	identify associated company

	7
	17.2.2

	demonstrate sufficient CDD checks carried out in relation to risk

	7 (3)
	7.5

	obtain appropriate CDD documents (e.g. faxed ID)

	7
	17.1.2

	carry out enhanced CDD for high risk transactions

	14
	7.12.4

	establish where sterling was acquired for non-UK customers

	14
	7.12.4

	retain CDD documents for 5 years

	19
	12.5

	train relevant staff

	21
	Section 11


